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Abstract

This paper presents a novel architecture for supporting WSN applications in the field of Intelligent Transportation Systems. Besides the set of the so called CALM ISO-standards for vehicular environments, a low-cost roadside ITS-Station network is proposed. It is based on the Internet of Things paradigm and its applicability at delivering non safety-critical services and applications are evaluated by means of experimental tests on prototypes. Boards with both specific hardware and tailored software have been designed. Then a Wide Area Network testbed has been instantiated to support trials of representative use cases. The performance analysis shows that the network of SEED-EYE boards driven by a 6LoWPAN compliant ITS-Station software suite matches the application requirements in a broad set of domains. Moreover the advantages of the proposed system architecture over existing solutions based on expensive and general purpose technologies have been discussed. This activity has been approved for standardization purposes as work items at ISO TC 204 Working Group 16.
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I. INTRODUCTION

Intelligent Transportation Systems (ITS) are advanced electronics, information and telecommunication technologies applied in the field of road transport, including infrastructure, vehicles and users. They aim to provide innovative services in traffic and mobility management, as well
as for interfaces with other modes of transport. ITS make it possible to imagine a future in which the drivers of vehicles will be able to foresee and avoid collisions, navigate the quickest route to their destination, making use of up-to-the-minute traffic reports, identify the nearest available parking slot and minimize their carbon emissions, etc. ITS can significantly contribute to a cleaner, safer and more efficient transport system; consequently, ITS have become the focus of several policy and legislative initiatives.

Currently, ITS depend on many components including traditional monitoring sensors such as inductive loops, video cameras, ultrasonic sensors, radars, etc. Regardless of sensors used, most of ITS technologies requires costly infrastructures supporting the installation on site. Furthermore most of the existing sensor network systems requires custom gateways and specific tools. These systems are generally power-hungry, expensive to install, maintain and repair: characteristics that rarely match with the scalability requirements. In fact ITS do not usually cover an entire city, but they tend to be installed only along the major roadways. The objective of an effective traffic monitoring through a pervasive diffusion of ITS is still faraway, until the feasibility for an implementation of low-cost roadside networks will not be shown.

The achievement of a seamless ITS architecture may be accelerated with standardization initiatives in which the different stakeholders in the ITS domain can cooperate. The ISO TC204 WG16 (International Organization for Standardization Technical Committee 204 Working Group 16 - Wide area communications/protocols and interfaces) is defining an ITS communication architecture which is better known as CALM for C-ITS (Communications in Cooperative Intelligent Transport Systems) [1]. This architecture, recently included in the more general picture of the Standards for Cooperative ITS [2], covers all OSI layers, from the physical layer up to the application layer and covers all types of communication scenarios (direct and multihop vehicle-to-vehicle, vehicle-to-infrastructure, vehicle-to-Internet) and scopes (uni-cast, multicast and geocast). The architecture effectively supports any physical communication medium (cellular, long-range; medium-range and short-range communication networks) - to be used simultaneously - and all types of applications (ITS safety applications, ITS non-safety applications, and all legacy Internet applications). The networking layer is designed to support IP (IPv6) and non-IP (FAST) types of communications (Fig. 1).

The adoption of IPv6 in conjunction with High Performance and Pervasive Computing is enabling for large scale (potentially EU wide) ITS [3]. An open issue in the CALM context
regards the way Wireless Sensor Network (WSN) can be interconnected with ITS. WSNs are based on a technology which is becoming more mature than in the past, gaining momentum as one of the enabling tools for the IoT (Internet of Things). According to IoT paradigm, Internet is being applied ubiquitously and, there is no reason why the ITS communication network would not be part of the overall Internet [4]. WSNs consist of medium to large networks of inexpensive wireless sensor nodes capable of sensing, processing and distributing information acquired from the environment through the collaborative effort of nodes [5]. They provide significant advantages both in cost as well as in distributed intelligence. On the one hand, installation and maintenance expenses are reduced because of the use of cheap devices which do not require wiring. Furthermore, distributed intelligence enables the development of diverse real-time traffic applications not feasible with centralized solutions and it would allow the interoperability of the ITS communication system with other communication systems such as for example health-care and emergencies.

The natural location for the WSNs inside ITS is the roadside eco-system instead of vehicular environment, because the commonly used IEEE 802.15.4 MAC protocol has still several problems with mobile nodes related to association with coordinators and synchronization [6]. Roadside networks, compliant with CALM, are expected to interact with local access networks to send the information retrieved from sensors to other ITS-Stations. Thus, this scenario would greatly benefit from a smooth integration between WSN and ITS. Nevertheless, the current ISO solution misses an effective fully interoperability between ITS-Stations and WSNs, since the issue is addressed using an adaptation gateway similar to those concerning legacy systems and proprietary devices.

In this paper the feasibility for effective implementation of low-cost roadside WSNs is evaluated as an extension of the actual CALM ITS-Station. The aim is to show that WSNs, driven by a 6LoWPAN [7] compliant ITS-Station software suite, match the application requirements for non safety-critical services and applications.

The paper is organized as follows. In Section II research issues related to WSN communication protocols and IPv6 applicability to ITS are introduced. Some details of the IP connected WSN enabling technologies such as 6LoWPAN and CoAP are provided in Section III. This background will help to understand the architecture proposed in Section IV for large scale roadside networks, so to better clarify its novel characteristics. The features of the 6LoWPAN roadside network are discussed in Section V. The instantiated WAN testbed is shown in Section VI, together with a
performance evaluation. Finally, the concluding remarks are given in Section VII.

II. RELATED WORKS

The design of WSN for ITS, considering not only independent applications, but also their position in heterogeneous systems has been recently surveyed by [5]. The concept and the simulation of an integrated network of roadside sensors and vehicles for driving safety are presented in [8]. As for IPv6 applicability to ITS, standards already consider IPv6 as the new Internet Protocol for ITS. Regarding this, a recently EU funded project called ITSSv6 is developing an open-source IPv6 ITS Station stack freely available to European and national third parties (projects, industry and academia) using input from previous works. As reported by the authors [9], the communication stack - based on IEEE 802.11p - operates correctly, maintaining the in-vehicle network connectivity in all tests and showing performance results that enable the communication stack to be used in many vehicular services. Unless high-quality multimedia transmissions are required, the bandwidth results indicate that the data rate required by most of the traffic efficiency and comfort services can be covered, and, according to latency tests, even non-critical security services, which are not highly dependent on real-time response, could be implemented, such as emergency assistance, variable traffic signaling, etc.

Many technological issues related to the application of WSNs to ITS are covered by the previous papers, including the selection of the suitable communication protocol for the communications among vehicles, as well as in the vehicle to infrastructure scenarios. However the issue of the interoperability between 6LoWPAN and external IPv6 networks is not tackled in any of them.

At now, nobody has tried a specific realization of 6LoWPAN in the ITS context, except for the work presented in [10], where existing IoT routers are incorporated with any ITS station in a coupled architecture. Leveraging the standardization efforts to deploy generic ITS stations, this paper presents an early implementation of some ITS facilities and applications in 6LoWPAN devices.

III. BACKGROUND

In this section some details of 6LoWPAN and CoAP standard protocols for IP connected WSNs are provided. This background is needed to better clarify what was already available when the here proposed solution for large scale ITS roadside networks has been implemented.
A. 6LoWPAN/CoAP Protocol Stack

The 6LoWPAN protocol was created to facilitate IPv6 communication by embedded Internet devices, using open standards able to scale across large network infrastructures. On one hand, IPv6 can guarantee auto-configuration and stateless operation of networks where every smart object can be connected readily to other peers of the Internet, without the need for intermediate entities like translation gateways or proxies. On the other hand, the limited packet size and other constraints of Low-Power Wireless Personal Area Networks need an adaptation layer for IPv6 to perform header compression, fragmentation and address auto-configuration. 6LoWPAN allows communication via IPv6 address of a sensor node with an adaptation layer above the 802.15.4 link layer for the fragmentation and reassembly of packets. This new standard allows the use of IPv6 networks in Low Power and Lossy Networks (LLN) such as IEEE 802.15.4, which is characterized by short range, low bit rate (250 kbps maximum at the physical layer), high fragmentation, (maximum size of data frame is 127 bytes), low memory usage and low cost. The physical layer of IEEE 802.15.4 specifies how the devices communicate on using one of the 27 channels available, located in different frequency bands. The IPv6 standard defines certain requirements for the link-layers over which it is to be transported. However, the IEEE 802.15.4 MAC layer does not fulfill these requirements in certain points. Hence, the 6LoWPAN specification defines not only the frame format for the transmission of IPv6 packets over IEEE 802.15.4, but also some methods to compress and decompress IPv6 packets. The advantages from utilizing 6LoWPAN includes flattening the naming and addressing hierarchy in addition to simplifying the connectivity model. This means that gateways are not required to translate between proprietary protocols and standard IP, but they can be replaced with much simpler bridges and routers. 6LoWPAN also provides support for stateless address auto-configuration, which means that a host can generate its own addresses using a combination of locally available information and information advertised by routers, without making stateful binding with routers. This represent one of the first interesting compression applied by 6LoWPAN to IPv6 packets; 6LoWPAN defines a compression algorithm that permits to obtain a unique IPv6 address from either, the 16-bit or the 64-bit IEEE 802.15.4 MAC addresses [11]; this algorithm relies on the assumption that a PAN (Personal Area Network) maps to a specific IPv6 link. Even though all 802.15.4 devices have an EUI-64 address, the 16-bit short addresses can be used also for address
auto-configuration. In this case, a pseudo 48-bit address is formed by concatenating 16 zero bits to the 16-bit PAN ID, the resulting 32 bits are concatenated with the 16-bit short address. The interface identifier is formed from this 48-bit address as defined in the "IPv6 over Ethernet" specification [12]. For example the IPv6 link-local address for an IEEE 802.15.4 interface is formed by appending the interface identifier to the prefix FE80::/64.

Another important component of the protocol stack is CoAP, a specialized Web transfer protocol optimized for resource constrained networks typical of IoT and M2M (Machine to Machine) applications. CoAP is similar to HTTP but its goal is not to simply compress HTTP, but to implement a subset of REST [13] operations optimized for M2M interactions and also to include constraints such as statelessness, cache-ability, layered system, uniform interface common in current web protocols. The interaction model is similar to the client/server model of the HTTP protocol. Clients request an action to a resource; then, the server sends a response with a response code, which may include a resource representation. Messages are exchanged asynchronously over the UDP datagram-oriented transport. Unlike HTTP based protocols, CoAP operates over UDP instead of TCP, since the latter is not appropriate for controlling data flow transmission inside a LLN and its overhead is considered too high for short-lived transactions. In addition, TCP does not have multicast support, unlike UDP, and it is rather sensitive to mobility. CoAP operates over UDP and therefore has significantly lower overhead. It employs a simple retransmission mechanism instead of using complex congestion control as used in standard TCP and uses a unique Transaction ID to identify each GET request for retransmission purposes to keep reliability. In addition, the use of UDP enable CoAP at delivering multicast support. CoAP includes many characteristics among the main ones of HTTP: for example URI based resource representation (e.g., coap://its-s.com/traffic-light) and support for different payload content types. In addition with respect to HTTP, CoAP supports:

- transmission of large amount of data by splitting the data into blocks called Blockwise Transfer;
- a Resource Observe mechanism built using a publish/subscribe pattern;
- some resource discovery capabilities to allow clients to discover new resources handled by servers.
IV. System Overview

In this section the 6LoWPAN ITS-Station architecture is presented. After a brief introduction to the generic ITS-S architecture, specific characteristics of the CALM Roadside Network are outlined along with a discussion with the open challenges. The focus is finally given to our proposal of mapping of a 6LoWPAN compliant stack onto the CALM reference architecture along with description of typical application use cases.

Fig. 2 shows a general abstraction of the architecture of the CALM ITS-Station (on the left), blowing up the details of the stack modules that are modified in order to accommodate the low cost ITS-Station here proposed (on the right).

The architecture partially follows the principles of the ISO Open Systems Interconnection (OSI) model. It consists of six main parts: in the data plane, it has four layers (three of those corresponding to the OSI 7-layer stack) that perform different tasks; from the bottom to the top: Access (OSI Physical and Data Link), Network & Transport (the same as OSI), Facilities (OSI Session, Presentation and Application) and Application layers. The neighbor layers are connected to each other via a Service Access Point (SAP). In addition to the vertical-layer stack, a Management entity and a Security entity are connected to all the layers via the SAPs in a cross-layer fashion. This design has been originally introduced by ISO TC204 WG 16 and is now clearly represented on the architecture diagram. The cross-layer functions to be offered are ITS layer-links under discussion at the standardization levels.

To obtain seamless design and taking into account the possibility offered by the 6LoWPAN protocol stack, the proposed adjustments of the CALM ITS-Station are suggested as depicted on the right of Fig. 2. In particular the following modules are integrated:

- Network & Transport level: 6LoWPAN and RPL are proposed at Network & Transport level as they permit a seamless IP integration between ITS-Station defined by the actual CALM standard and WSNs based on the IEEE 802.15.4 Access Medium;
- Facility level: the Constrained Application Protocol (CoAP) defined by the IETF CoRE Working Group [14] is adopted; it is an OSI application layer protocol designed to provide a REST-like interface [13], but with a lower cost in terms of bandwidth and implementation complexity than HTTP-based REST interfaces.

Both the protocols are envisaged to export their parameters as SAPs to the Management and
V. The 6LoWPAN ITS-Station Roadside Network

In Fig. 3 the conception of a typical ITS-Station Roadside Network for 6LoWPAN devices is shown, together with common use cases. All the specific components of the CALM ITS-Station are implemented, and also the interconnection results conform to the standard:

- specific WSN-based ITS-Station nodes could be implemented for proprietary devices and data bus (up-to layer OSI 7) and could be interconnected to legacy roadside equipment (e.g., line/speed sensors, traffic light and variable message signs);
- a large number of router-only nodes could be widely deployed, due to the low-cost and small-size nature of the nodes, creating a routing topology suited for the application;
- border router nodes could be added to the network enabling a remote ITS Central Station to direct manage and reconfigure specific nodes functionality by uniquely reach it by using global IPv6 addressing.

All the building blocks at Access and Network & Transport layers (referring to CALM model) are common to the nodes. This particular design choice allows to define a P2P mesh topology where all the involved objects in the network participate in the network routing and thus adheres to the CALM ITS-Station Router functionality.

1) The Hardware prototypes: The hardware used for the WSN nodes was designed within the IPERMOB project [15], thanks to which a prototype of such infrastructure has been deployed at the Pisa International Airport. The SEED-EYE board [16] is an advanced WSN node specifically thought for ITS applications [17]. This device is equipped with an 80 MHz Pic32 micro-controller with built-in 128 KB of RAM and 512 KB of ROM. It implements in hardware IrDA, SPI, I2C, UART, USB, and CAN communication protocols easing the connection with external units; the operative voltage of the chip ranges from 2.3V to 3.6V and some power sleeping modes (RUN, IDLE, and SLEEP modes) are allowed, along with multiple switchable clock modes useful for the development of power saving policies. From the point of view of the network layer and radio communications, SEED-EYE offers a platform based on IEEE 802.15.4: the Microchip MRF24J40B transceiver; this transceiver is IEEE 802.15.4 compliant and operates in the 2.4 GHz to 2.4835 GHz ISM unlicensed band. The on-board MRF24J40B radio transceiver along with its internal power amplifier (20dBm) enables the SEED-EYE for long range communication (up
to 100 meters in open space at maximum power). The MRF24j40B also provides a Turbo mode to transmit and receive at 625 kbps (2.5 times larger than nominal bit rate in IEEE 802.15.4 networks) enabling for higher rate proprietary protocols.

2) The SW prototype: A peculiar all-encompassing software suite was implemented. Many aspects of the system are involved, they go from the Operating System (OS) of SEED-EYE board to the ITS-Station Application layer [18]. As first step, the Contiki OS [19] has been ported to the micro-controller integrated on the SEED-EYE board. Contiki uses protothreads [20], a programming abstraction for event-driven sensor network OS. By protothreads, programs can perform conditional blocking on top of event-triggered systems with run-to-completion semantics, without the overhead of full multi-threading. Therefore, protothreads simplify implementation of high-level functionality on top of event-driven systems, without significantly increasing the memory requirements. Moreover, the IEEE 802.15.4 standard was implemented on Contiki OS in such a way to supports, at MAC level, the CSMA (Carrier sense multiple access) protocol and a NULL RDC (Radio Duty Cycling) module, which effectively keeps the radio always on. At Network & Transport level, nodes implement 6LoWPAN with its most recent scheme for header compression available [21]. The network stack has been configured with UDP and ICMPv6 enabled, while routing has been handled using the Routing Protocol for LLN (RPL). RPL (as defined in [22]) can be considered as the state-of-the-art routing algorithm developed by the WSN community. RPL has been proposed by the IETF Routing over LLN Working Group (ROLL) as a standard routing protocol for 6LoWPAN, since existing routing protocols do not satisfy all the requirements for LLN.

Additional SW modules were implemented on the specialized nodes to deploy all the needed entities of the CALM Roadside Network. CALM ITS-S Border Router functionality has been developed using a Serial Line IP (SLIP) interface [23], a very simple protocol that frames IP datagrams in order to be sent over serial connections. SLIP interface has been implemented developing an interrupt-driven UART module in the MCU; a UART port has been used to interconnect the SEED-EYE board with a Linux PC acting as IPv6 route forwarder. A border router application for Contiki OS has been customized to address some performance issues. In particular a global IPv6 address resolution has been deployed and tested using SixXS (an IPv6 tunnel broker) and the related software AICCU [24] to build an IPv6 tunnel over an IPv4 network. This has been done to provide a temporary global IPv6 addressability of the PCs.
adopted in the trials, in order to emulate a Wide Area Network (WAN) through a remote PC acting as a CALM ITS Central Station. Specifically the Border Router was enabled to distribute the 2001:1418:100:823c::/64 global subnet over the WPAN.

Regarding the CALM ITS-Station Host, some specific functions have been implemented by means of virtualization. For example, traffic light devices have been emulated using simple LEDs, light switch by using on-board buttons and sensors/actuators by using ADC converters. The specific resources of the CALM ITS-Station Host are exported through a CoAP server (e.g ITS-Station Hosts export analog switch, Received Signal Strength Indicator (RSSI) sensor and some timing information, permitting the monitoring of the operation parameters); The selected Contiki CoAP library used is described in [25].

For evaluating the capabilities of the prototypes in terms of resource efficiency, the Flash memory and the RAM occupancy of the firmware was checked. The larger set of implemented functions produced the maximum percentage of occupancy of 15% and 42% for Flash memory and RAM respectively.

VI. INSTANTIATED WAN TESTBED

In order to give a characterization of the system and evaluate its performance at delivering non safety-critical applications, a specific testbed involving a WAN connection between two peers was instantiated. The system architecture is formed by two ITS-Station Sub-Systems interconnected through a WAN: a Roadside Network and a Central Station. The roadside network, shown in Fig. 4, was implemented with reference to the CALM Architecture. It represents a typical ITS-Station providing non safety-critical services (i.e. exchanges of simple infotainment messages through CoAP Resource Observe pattern). In particular, it is composed by the following three entities: an ITS-Station Host acting as CoAP server, an ITS-Station device acting as simple ITS-Station Router; an ITS-Station Border Router providing WAN connectivity and global addressability to the entire ITS-Station network. As previously stated in Section V, all the instantiated nodes act as ITS-Station Routers by design choice. The nodes have been deployed in a regular line topology at 10 mt distance one from the other. The transmission power has been set to the minimum that allows the neighbor nodes to communicate among them. To test the proposed architecture and to evaluate the behavior of the components over a Wide Area Network (WAN), a simple Central Station was also configured. It is composed as follows: a generic PC
with Linux Ubuntu OS as base system; the same AICCU software just used to develop the
WAN IPv6 interconnection through a SixXS tunnel broker and here used for the same purpose;
traditional IP tools for network diagnostics such as ping6 and traceroute6; a Firefox browser
enhanced with the Copper plugin [26] to test CoAP facilities and ITS-Station Host functions.

In order to verify the correctness of the implementation and to analyze the capabilities of the
system, two kinds of tests have been performed: functional and performance tests.

A. Functional tests

First, the matching of the basic functional requirements of the stack have been verified. Simple
ITS-Station Router nodes have been used to build several network topologies and they have been
connected to the Hosts using the RPL protocol. Both physical (up to ten) and virtual WSN nodes
have been mixed to evaluate the event handling capability of the system, even in large-scale IoT
Networks. All nodes have been enabled for IPv6 global networking and addressing by using a
node acting as ITS-Station Border Router. An ITS Remote Central Station has been simulated
using simple PCs interconnected to an IPv6 tunnel broker and executing some queries to other
nodes using CoAP protocol. ITS-Station Hosts have been connected to simple devices (e.g., to
a power switch using an ADC) and device functionality has been exported to the network as
CoAP resources. Fig. 5 illustrates two examples of requests executed using the Copper Firefox
plugin. Tests are based on a ordinary traffic scenario (up to 3000 veh/hour/lane at speeds from
5 to 130 km/h), as the goal is to show the functionalities of the station for non safety-critical
applications.

- A Line Sensor notifies the passage of vehicles through an Observable Resource.
- A Client Side Application fills a velocity histogram of the passing vehicles by correlating
timing and speed information coming from two Line Sensors [27], [28].

B. Performance tests

Goal of the present architecture is to provide non safety-critical services to drivers. In order
to verify that the system is capable to deliver such services, network response in terms of
Round Trip Time (RTT) and Packet Loss (PLOSS) metrics was measured. The former is the
time it takes for a signal to be sent, plus the time delay of it takes for an acknowledgment
of that signal to be received. RTT therefore consists of the sum of transmission times between
two peers of the network. In the context of computer networks, the signal is generally a data packet, and the RTT is also known as the ping time. On the other side PLOSS occurs when one or more data packets traveling across a computer network fail to reach their destination. In case of WSN, the packet loss can be produced at physical and MAC layers, because of the limited capacity for buffering packets, since the transceiver resources and main memory can accommodate few packets at a time. In Fig. 6 RTT and PLOSS are shown according to an increasing ICMP (Internet Control Message Protocol) payload size. The graphic shows an increasing packet loss starting from 74 bytes of ICMP payload. This behavior is caused by IP fragmentation mechanism and is well known in literature; despite this problem, solved by CoAP protocol through the Blockwise Transfer mechanism, the graphic clearly demonstrates that the implemented 6LoWPAN networking stack is working fine and that the experimental values of RTT and PLOSS are small enough to match at least non safety critical applications (e.g. information messages exchanges and other comfort services).

VII. CONCLUSION

In this paper a novel architecture for supporting WSN applications in the field of ITS has been presented. The followed approach consisted in integrating IoT standards with a wireless low-cost roadside network compliant with 6LoWPAN. In particular, a new node has been designed and realized together with the needed software suite to implement a working prototype of ITS-Station. Also, how such a network could be connected in a seamless fashion to ITS networks, as defined by the CALM standard, has been shown. As preliminary result, the Contiki porting to a 32 bit micro-controller-based platform along with a 6LoWPAN/CoAP stack has been obtained; the performance analysis has shown that system matches the application requirements in a broad set of domains. At least for non safety-critical applications and services, the proposed system architecture can compete with existing solutions based on expensive general purpose technologies.

After the successful functional verification of the integrated technology hereby proposed, several aspects of the performance need to be further evaluated. It could be interesting to define the design of a new abstraction layer on top of CoAP and permitting the on-line ITS-Station reprogrammability, in the context of general purpose cooperative ITS applications. The implementation of such a service will face new issues; in fact, connecting transportation systems,
electricity grids and other critical infrastructures poses new challenges to security, safety and end-user privacy. CALM architecture, along with its two management and security planes, perfectly fits with these design requirements, leaving space for the deepening of the specification of the standard driven by next studies. Further, focusing on cross layer design, the development of new cross-layer services (not envisaged by the canonical OSI stack) and optimization techniques are allowed. This enhancement can involve new research topics such as context-aware and application-aware optimizations. Meantime, the results achieved in the present paper have been approved for standardization purposes as work items ISO 19079 (6LoWPAN networking), ISO 19080 (CoAP facility) at ISO TC 204 Working Group 16.
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Fig. 1. Overview of the Internet-based European ITS Architecture of Communication.
Fig. 2. Proposed architecture of the 6LoWPAN ITS-Station.
Fig. 3. 6LoWPAN ITS-Station Roadside Network: integration with ISO CALM ITS (up), deployment of common use cases (bottom).
Fig. 4. Instantiated Testbed for the 6LoWPAN ITS-Station.
Fig. 5. An example of the Resource Observe pattern applied to a Time Event.
Fig. 6. RTT and PLOSS evolution according to ICMP payload size.